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Abstract of the contribution: This contributions presents a comparison of the different non 3GPP access solutions in TR 33.899.
1. Introduction
In TR 33.899 there are three different solutions proposed for the non 3GPP access. This contribution presents a comparison of these solutions and propose to add it to the evaluation section. Since the solutions are currently in three different security areas, it is suggested to move to a common place in 5.1.4 (companion pCR S3-170133) and add the comparison below it.
************************ start of pCR text *********************
5.1.4.x Annex
Comparison on non 3GPP access solutions: 

The non3GPP access solutions are compared below based on different impact areas. All the solutions are expected to support a unified authentication scheme by the NG core. For different procedures the functionality expected at N3IWF and other nodes are captured below.
	Impact area
	Solution 5.1.4.a Untrusted non-3GPP access 
	Solution 5.14.b AKA procedure for untrusted non 3GPP access 
	Solution 5.1.4.c AKA procedure for next gen standalone non-3GPP access 
	Solution 5.2.4.25  #2.25 Authentication Procedure for un-trusted non-3GPP access

	Untrusted access discovery and attach to N3IWF
	No change to untrusted access discovery connection to N3IWF
	No change to untrusted access discovery, but changes to  N3IWF set up.
	No change to untrusted access discovery, but changes to  N3IWF set up.
	No change to untrusted access discovery, but changes to  N3IWF set up.

	IKEv2 procedure
	No change to IKEv2
	No IKEv2 modification
	IKEv2 needs modification to carry additional EPS AKA parameters
	IKEv2 carries Attach parameters

	‘Initial Attach Request’ to NG Core (EPS AKA)
	 N3IWF makes the ‘Initial Attach Request’ on behalf of the UE.
	N3IWF makes the ‘Initial Attach Request’ on behalf of the UE.
	UE makes the Initial Attach Request, but this needs changes in EAP messages.

1.EAP-RSP needs to carry entire ‘Attach Request’
	Attach Request is carried in 3GPP specific IKEv2

	NG-PDG Functions
	1)NG PDG forms Initial Attach Request on behalf of UE and sends to AMF.

2) NG PDG maintains N2 to AMF and N3 to UPF.

3) Maintains IPSec between UE and NG-PDG.

4) Maintains child SAs for each QoS flows
	1)N3IWF is similar to ePDG, transparently forwards the NAS messages via N2’

2) NG2 is different from N2 to gNB?

3)NG PDG sends data packets to UPF (N3).

 

	1)N3IWF is similar to ePDG, transparently forwards the NAS messages via N2’

2) N2’ is different from N2 to gNB?

3)NG PDG sends data packets to UPF (N3).

4) Maintains child SAs for each QoS flows
	1) User plane data is carried in IPSec child SAs.
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